
Authentication sessions
Users can authenticate on the Libraesva Email Archiver by using local users credentials or by
using M365, Google Workspace, Ldap or SSO/SAML integration.

Every time a user logs into the Archiver, a JSON Web Token is generated. The JWT token
validity is set to 15 minutes and the refresh token validity is set to 2 hours. This values cannot
be customized.

Administrators can close any Archiver session from the Sessions page.

https://docs.libraesva.com/knowledgebase/authentication-sessions/
https://docs.libraesva.com/document/settings/authentication/sessions/

