
ISP Instance Monitor
The ISP instance monitor is available only with ISP licenses.

It allows to monitor, from a single machine, other instances of Libraesva ESG.
It also allows to upload new license files to the monitored instances, without having to log-in
on each of them.

Configuration

On each of the instances to be monitored:

Go to System -> Appliance -> Networking -> API Services

Add the IP address or the network of the monitoring instance with “Full API control” role

https://docs.libraesva.com/document/system/appliance/isp-instance-monitor/


On the monitoring instance:

Go to System -> Appliance -> ISP Instances Monitor -> Instance Setup

Add a new instance by entering its ip address, a name of your choice and a comment

Repeat for each instance to be monitored



Important: the monitored instances must be reachable by the monitoring instance on
ports 80 and 443

Usage
On the monitoring instance, once configured, the current status of all the monitored instances
can be see just by visiting the page System -> Appliance -> ISP Instance Monitor -> Instance
Monitor



As soon as you enter this page, the monitored instances are polled and their status displayed.

For each instance, the following values are displayed:

Instance name

Number of messages in Incoming and in Outgoing queues

Current software version

Load average

Percentage of the quarantine disk in use

Totals of processed messages in the last day: rejected, accepted, spam, virus

License mailboxes (aliases are not counted) and license expiration date

Upload license
In order to upload a new license on one or more monitored instances, proceed as follows;

select the checkboxes of the instances you want to upload the license to

click on the file choose button



select the file of the license and press ok

click the “submit” button

Problems
In case one of the instances status shows “error” please check that:

the monitoring instance can reach the monitored instance on ports 80 and 443

the monitoring instance is authorized to access the api of the monitored instance with
“Full Api Control” role


